
Privacy Policy 
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This Privacy Policy applies to the websites, www.curacity.com  
including https://curacity.com/roam/ and https://www.ahotellife.com/ (the “Sites”) and other 
online services (collectively, “Services”) offered by Surface Travel, Inc. d/b/a Curacity and 
its subsidiaries (together, “Curacity,” “us,” “we, ” or “our”).  

This Privacy Policy describes the information collected through the Services, how we use 
and share the information, and your choices about how we use and share information. If you 
are a resident of California, please see additional information regarding the Personal 
Information we collect, and your state privacy rights in the section entitled “California 
Privacy Notice.” 

Please read this Privacy Policy carefully. By accessing and using the Services, you 
acknowledge that you have read and understand this Privacy Policy. We may update this 
Privacy Policy from time to time, as detailed below. If you do not agree with any part of this 
Privacy Policy, then please do not use the Services, as this Privacy Policy is binding on all 
users of the Services. If you have a question about how your information is being used, you 
can contact us through the methods provided in the “How to Contact Us” section at the 
end of this Privacy Policy.  

HOW THIS PRIVACY POLICY APPLIES 

This Privacy Policy applies to the Services that display or link to this Privacy Policy. 

The Services may also be governed by separate or additional policies that apply to 
information about you collected by our affiliated providers, third party websites (e.g., ad 
serving and tracking services), hotels, airlines or car rentals with whom we work, third party 
service providers or are otherwise accessible through the Services. The information 
collected or received by third parties is subject to their respective privacy policies, which 
we encourage you to review. We are not responsible for the content contained in, or 
compliance with, these other privacy policies or third-party business practices. 

INFORMATION WE COLLECT AND HOW WE USE IT 

Our goal is to provide you with a safe, smooth, efficient experience and we take certain 
steps to protect your information. We categorize the information we collect as follows:  

● “Personal Information,” which is information that identifies, relates to, describes, 
references, is reasonably capable of being associated with, or could reasonably be 
linked, directly or indirectly, with a particular individual or household.  
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● “Non-Personal Information,” which is information that cannot be used to identify a 
specific individual natural person and is not regulated by privacy laws. 

Personal Information 

We collect Personal Information through the Services, such as a first and last name, street 
address, email address and telephone number.  

You have choices about the Personal Information we collect. When you are asked to provide 
Personal Information, you may decline. However, certain Services may not be available for 
your use unless you provide Personal Information. Depending on how you use the Services, 
we collect and store the following Personal Information: 

● Your responses to the offerings and advertisements presented through the Services; 

● Information about the Services that you use and how you use them and other 
activity on the Services; 

● Commercial, transaction-related information (such as credit card or other preferred 
means of payment, billing or shipping information, or a history of products 
purchased through the Services); 

● Your participation in hotel- and travel-related surveys and promotions; 

● Your requests for services, products, newsletters or information; 

● Customer service information about you as a user of the Services, including 
suggestions you submit to us for review, and other correspondence with us; 

● Your correspondence through the Services; 

● Information you send to us, such as testimonials; 

● Information we ask you to provide to authenticate yourself; and 

● Device information, such your browser type and IP address that we use to administer 
the Services, to help identify and analyze user trends, to customize content and 
advertisements offered to you, and to gather broad demographic information for 
aggregate use; 

We use your Personal Information: 

● To provide customer support, products and services you request; 

● To record your preferences, make reservations and discuss your reservations; 

● To resolve fee and billing disputes; 

● To audit compliance with our policies and contractual obligations; 

● To prevent potentially illegal or prohibited activity; 



● To market to you regarding our products, services and promotional offers and the 
products, services and promotional offers of others; 

● To customize and improve the Services, advertising and marketing; 

● As otherwise permitted by law; and 

● For any other purpose to which you consent. 

We will not collect additional Personal Information or use the Personal Information we have 
collected for materially different purposes without notifying you. 

COLLECTION OF PERSONAL INFORMATION FROM JOB APPLICANTS 

When you apply for a job with us, we may collect identifiers, professional or 
employment-related information, and education information from you via website forms, or 
otherwise, including: 
 

● Information you provide in connection with your application; 
● Information about you that is publicly available;  
● Health information, including disability information; 
● Information that you authorize us to collect via third parties, including former 

employers or references; 
● Any other information provided in connection with your application.  

 
We only use your Personal Information to assess your skills in relation to the applicable job 
requirements. We may also use your Personal Information to contact you during the hiring 
process. 
 
In certain circumstances, you may submit your application for employment through a 
third-party service that displays our job posting. We do not control the privacy practices of 
these third-party services. Please review their privacy policies carefully prior to submitting 
your application materials. 

BEHAVIORAL ADVERTISING 

The Services may deploy online advertisements that are customized based on predictions 
about your interests generated from your online activity.  This type of advertising is known 
as “Behavioral Advertising”.  Curacity adheres to the Self-Regulatory Principles for Online 
Behavioral Advertising, developed by leading industry associations to apply 
consumer-friendly standards to Behavioral Advertising.   

To learn more about the Principles, please 
visit https://digitaladvertisingalliance.org/principles.   

https://digitaladvertisingalliance.org/principles


To learn more about how to opt-out of Behavioral Advertising, please 
visit www.aboutads.info.    

Please note that this Privacy Policy does not cover the collection and use of information by 
third-party advertisers. 

COOKIES AND THIRD-PARTY ADVERTISING 

To enhance your experience with the Services, we may use cookies, which are small data 
files stored in your computer’s browser, when you visit the Services.  We may use cookies 
for a number of purposes, such as tracking usage patterns, measuring the effectiveness of 
advertising, to help serve advertisements, limiting multiple responses and registrations, 
facilitating your ability to navigate the Services and as part of a verification or screening 
process.  Cookies automatically identify your web browser whenever you visit the Services, 
help us determine which areas are popular and further personalize your experience on the 
Services.  Different cookies are used to perform different functions, which we explain 
further below: 

● Essential Cookies, which are required so that you can navigate through the Services 
– for example, to display appropriate content based on the type of device you are 
using. 

● Browsing and Functionality Cookies, which remember choices you make on our 
Services. For example, when you return to the Services, these cookies help 
remember your preferences. 

● Analytics (aka Performance) Cookies, which collect information about how you use 
the Services, for instance, which pages you go to most often and if you get any error 
messages. 

● Advertising Cookies, which are used to deliver advertisements that are more relevant 
to you and your interests. They are also used to limit the number of times you see an 
advertisement, as well as to help measure the effectiveness of an advertising 
campaign.  Please refer to www.aboutads.info for more information about cookies 
used for advertising. 

Some web browsers (including some mobile web browsers) provide settings that allow you 
to control or reject cookies or to alert you when a cookie is stored in your browser. You also 
may be able to reject mobile device identifiers by activating the appropriate setting in your 
mobile device’s operating system. Although you are not required to accept cookies or 
mobile device identifiers, if you block or reject them, you may not have access to all 
features available through the Services. Further, the Network Advertising Initiative offers a 
means to opt-out of a number of advertising cookies. Please visit here to learn more. Note 
that opting-out means that the company or companies from which you opted-out will no 
longer deliver ads tailored to your preferences and usage patterns. 

http://www.aboutads.info
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The Services and our email messages may contain a small graphic image called a web 
beacon that monitors and collects certain limited information about the viewer of the web 
page or email message. Web beacons typically are very small (generally 1-by-1 pixel) and 
invisible to the user, but, in general, any electronic image viewed as part of a web page or 
email message, including an advertisement or HTML content, can act as a web beacon. We 
may use web beacons or similar technologies for a number of purposes, including without 
limitation, to count visitors to our web pages or to monitor how our users navigate the 
Services, and we may include web beacons or similar technologies in emails in order to 
count how many emails (or particular articles, links, etc.) that we send are actually opened. 
Additionally, our advertising providers may use web beacons or similar technologies to 
personalize and measure the effectiveness of their advertisements using data gathered 
over time from users of the Services.  

Google Analytics and Google Advertising:  To help facilitate the delivery of relevant content, 
we utilize Google Analytics and Google Advertising to identify how visitors engage with our 
Services and to provide us with information regarding our visitors. For more information 
about Google Analytics, how it collects and processes information, and for instructions on 
opting out of Google Analytics using a specific plug-in, please visit 
https://policies.google.com/technologies/partner-sites and 
https://tools.google.com/dlpage/gaoptout. Note that Google’s opt-out mechanism is 
specific to Google activities. 

Please click here to access our “Do Not Sell or Share My Personal Information” webform to 
submit your request to opt-out of our use of analytics and advertising cookies to collect 
your Personal Information.   

Some web browsers (including Safari, Internet Explorer, Firefox, and Chrome) incorporate a 
"Do Not Track" ("DNT") or similar feature that signals to websites that a user does not want 
to have his or her online activity and behavior tracked. If a website that responds to a 
particular DNT signal receives the DNT signal, the browser can block that website from 
collecting certain personal data about the browser’s user. Not all browsers offer a DNT 
option, and DNT signals are not yet uniform. For this reason, many website operators, 
including those controlled by Curacity, do not respond to DNT signals. We are currently 
working on implementing the Global Privacy Control across our Sites and Services as a 
means to opt out of the sale or sharing of your Personal Information. Once this is complete, 
we will update this Privacy Policy accordingly.  

NOTICE OF PUBLIC POSTING AREAS 

Please note that whenever you publicly disclose information about yourself online (e.g., 
through social networking platforms, survey questions, message boards or similar web 
pages), such information may be collected, exported and used by us in any manner we elect 
and may also be used by people that you do not know. Posting Personal Information in 
public places may result in unsolicited communications, including unwanted email 
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messages or other forms of contact.  ALWAYS BE SMART ABOUT THE INFORMATION YOU 
PROVIDE ONLINE. WE BEAR NO RESPONSIBILITY FOR ANY ACTION OR POLICIES OF ANY 
THIRD PARTIES WHO COLLECT ANY INFORMATION YOU MAY DISCLOSE ON THE SERVICES. 

DISCLAIMER REGARDING VIDEO CONTENT 

The Services may contain video content, audiovisual content, or content of a like nature 
(collectively, “Video Content”). Video Content is provided for the purpose of enhancing the 
visitor experience within the Services and is, therefore, provided in connection with our 
providing our Services. Curacity is not in the business of renting, selling, or delivering Video 
Content in a commercial manner. By using the Services, you agree that Curacity is not a 
“video tape service provider” as defined in the Video Privacy Protection Act (“VPPA”), 18 
U.S.C.A. § 2710. 

INFORMATION WE RECEIVE FROM THIRD PARTIES 

In addition to information that you provide or we collect through the Services, we may verify 
or collect certain information about you from third parties.  We may combine this 
third-party information with information we have already collected from you via the 
Services and use this information for a variety of reasons including customizing content 
made available to you, providing promotions and marketing offers tailored to your 
preferences, improving the content of the Services, helping us to identify and analyze user 
trends and gathering broad demographic information for aggregate use.  Information 
received from third parties may include the following: 

● Your activity on certain third-party sites or services for which you have consented 
to connect or share through your account, if accounts are available, on the Services; 

● Information from other companies, such as demographic and traffic data; and 

● Other information from your interaction with the Services, content and advertising, 
collected by third party advertisers or providers including computer and/or mobile 
device connection and location information, browser type, statistics on page views, 
traffic to and from the Services, ad data, IP address and standard web log 
information. 

THE SERVICES ARE NOT FOR CHILDREN 

The Services are not intended for children under the age of 13, and we do not knowingly 
collect Personal Information from children under the age of 13. In the event that we learn 
that a child under the age of 13 has provided Personal Information to us without parental or 
legal guardian consent, we delete that Personal Information as soon as possible. If you 
become aware that a child under 13 has provided us with Personal Information without 
proper consent, please contact us at the information provided below.  

DISCLOSING INFORMATION TO THIRD PARTIES 



We may disclose your Personal Information to a third party for a business purpose.  When 
we disclose Personal Information for a business purpose, we enter a contract that describes 
the purpose and requires the recipient to both keep that Personal Information confidential 
and not use it for any purpose except performance of the contract. 

We share your Personal Information with the following categories of third parties for the 
following purposes: 

Online Hotel and Travel-Related Services 

The Services offer online hotel and other travel related services, for example, allowing you to 
make arrangements through the Services.  These services will ask you to provide certain 
Personal Information.  By making arrangements through the Services, you are authorizing us 
to disclose to suppliers the information required to complete the reservation and deliver 
the Services.  The financial information that you provide will be used by Curacity or its 
partners to bill you for products and services that you request and for any other uses to 
which you have consented.  In addition, Curacity and/or our partners will use contact 
information from the order form to fulfill your orders and for customer service purposes.  
Curacity will not otherwise use or distribute your financial information without your prior 
approval. 

Other Third Parties 

Curacity may share or transfer the information it collects with third parties including 
vendors, service providers, advertisers, contractors and Curacity agents acting on behalf of 
Curacity and who help to operate the Services.  Examples of such service providers include 
third parties that provide processing, storage, technical or fulfillment services, data analysis, 
customer service and emails, and audio and video streaming. Curacity may provide these 
companies with access to user information, including Personal Information, to carry out the 
services they are performing for you and Curacity.  While Curacity may use third party 
analytics providers to evaluate and provide Curacity with information about the Services, 
audience and content, Curacity does not share Personal Information with these analytics 
service providers, but the providers may set and access their own cookies, web beacons 
and embedded scripts on your device and they may otherwise collect or have access to 
information about you. 

Third-Party Content  

When you are visiting the Services, certain content may be served directly by third parties.  
This third-party content may use cookies, web beacons, Javascript or other technologies.  
We do not have access to or control the use of such technology by third parties, including 
the information they collect or how they use such information. We are not responsible for 
the practices employed by websites linked to/from the Services nor the information 
contained therein. To better protect your privacy, we recommend that you review the 
privacy policy of any third-party website you visit. 



Third-Party Applications and Websites 

Curacity may not own or operate all services or websites (e.g., hotel and other travel related 
websites) accessible through the Services or otherwise made available to you by Curacity. 
Similarly, information may be collected through services owned or operated by different 
parties on a particular device or through a particular application for the purpose of 
delivering ads or providing advertising related services or statistical reporting. As a result, 
when you use these third-party services, we may share your information along with the 
location of your computer or mobile device to enable your use of such services and for age 
verification and security purposes, and to allow visitors to contribute to marketing research 
via third party measurement software included within the application among other 
purposes. Curacity may offer you the option to connect your activity on the Services with 
certain third-party services such as Facebook or Twitter (“Third-Party Services”).  When 
you consent to publish your information or activity on the Services to any Third-Party 
Services, such information will be viewable by the communities on such Third-Party 
Services and may be used by such Third-Party Services in accordance with their posted 
privacy practices, or if another member in your friend list uses a third-party application or 
website, it may receive your non-private member information so that you may be 
separately linked with your friend.  If third-party applications or websites seek any further 
information, your consent should be requested.  We cannot guarantee that such 
applications or websites will follow our privacy practices, so we encourage you to always 
review their information sharing policies and to report any application or website that may 
be in violation of our privacy practices. 

Employees and Service Providers 

Our employees, agents and contractors must have a “need-to-know” business reason 
before we permit access to your Personal Information. We may share your Personal 
Information with services providers that help us manage or provide content or other 
services for the Services, such as for user forum administration; order fulfillment; statistical 
analyses; and administration, judging and prize fulfillment for promotions. We only allow 
these third parties to use your Personal Information to provide the Services and not for any 
other purpose without your consent. We also provide your Personal Information to a third 
party where you have chosen to receive certain information and have been notified that the 
fulfillment of such a request requires sharing your Personal Information. 

To Comply with Applicable Law 

We may access or disclose your Personal Information without your consent in order to: (i) 
protect or defend our legal rights or property, including those of our affiliated companies or 
their employees, agents and contractors (including enforcement of our agreements); (ii) 
protect the safety and security of other users of the Services or members of the public, 
including responding to claims that a listing or other content violates the rights of others or 
protect anyone’s rights, property, or safety; (iii) protect against fraud or for risk 



management purposes; or (iv) comply with the law or legal process or respond to a request 
from a government regulator. 

To Protect Against Potential Fraud 

We may disclose or verify your Personal Information with third parties to protect against 
potential fraud. 

Corporate Transactions 

We may share and transfer Personal Information if we are involved in a merger, sale, 
acquisition, divestiture, restructuring, reorganization, dissolution, bankruptcy or other 
change of ownership or control by Curacity or any affiliated company (in each case, 
whether in whole or in part). If transferred in such a case, the purchaser will abide by the 
terms and conditions of this Privacy Policy. 

INTERNATIONAL DATA TRANSFERS 

We are a US-based company. If you are visiting the Services from a location outside of the 
U.S. and choose to provide us with Personal Information, please understand that we will 
process your Personal Information in the US and that we may transfer your Personal 
Information to third parties in other jurisdictions which may not have the same data 
protection laws as the jurisdiction in which you reside. 

We have deployed appropriate administrative, physical and technical safeguards to ensure 
the protection of your Personal Information, including the standard contractual clauses 
approved by the European Commission to validate transfers of EEA residents’ Personal 
Information from the EEA to other countries. Standard contractual clauses are 
commitments between companies transferring Personal Information of EEA residents to 
protect the privacy and security of the transferred Personal Information. Please contact us 
for more information and to receive a copy of the standard contractual clauses we may 
utilize. 

You acknowledge you understand that by providing your Personal Information to us, your 
Personal Information (i) will be used for the uses identified above in accordance with this 
Privacy Policy, and (ii) may be transferred to the U.S. as indicated above, in accordance with 
applicable law. 

SECURITY OF YOUR PERSONAL INFORMATION 

Curacity employs reasonable security measures designed to secure information collected 
through the Services. However, we cannot guarantee that your Personal Information will 
never be disclosed in a manner inconsistent with this Privacy Policy (e.g., as a result of 
unauthorized or otherwise unlawful third-party access), and you transmit such information 
to us at your own risk. If we learn of a security systems breach, we may attempt to notify 
you electronically so that you can take appropriate protective steps. By using the Services, 



or otherwise providing Personal Information to us, you agree that we can communicate with 
you electronically regarding security, privacy and administrative issues relating to your use 
of the Services. We may post a notice via the Services if a security breach occurs. 
Depending on where you live, you may have a legal right to receive notice of a security 
breach in writing. 

We use physical, technical and organizational measures designed to protect your 
information against unauthorized access, theft and loss. We restrict access to your Personal 
Information to those employees who need to know that information to service your account 
or perform their job functions. 

Although we take precautions intended to help protect information that we process, no 
system or electronic data transmission is completely secure. Any transmission of your 
Personal Information is at your own risk and we expect that you will use appropriate 
security measures to protect your Personal Information. For example, if you create an 
account with us, you are responsible for maintaining the secrecy of your password at all 
times. You are responsible for activity occurring while logged into your account.  

We may suspend your use of all or part of the Services without notice if we suspect or 
detect any breach of security. You understand and agree that we may deliver electronic 
notifications about breaches of security to the email address on record on your account. 

If you believe that your account or information is no longer secure, please notify us 
immediately at dataprivacy@curacity.com.  

We will retain your Personal Information for the period necessary to fulfill the purposes 
outlined in this Privacy Policy unless a longer retention period is required or permitted by 
law. The criteria used to determine our retention periods include: 

● The length of time we have an ongoing relationship with you and provide services to 
you (for example, for as long as you have an account with us or keep using the 
Services); 

● Whether we are subject to legal obligation to retain (for example, certain laws require 
us to keep records of your transactions for a certain period of time before we can 
delete them); and 

● Whether retention is advisable considering our legal position (such as, for statutes of 
limitations, litigation or regulatory investigations). 

CHANGES TO THIS PRIVACY POLICY 

We reserve the right to change our Privacy Policy at any time. If we make changes, we will 
post them and will indicate at the top of this page the new effective date.  If material 
changes are made to this Privacy Policy that reduce your privacy rights, we will notify you 
by placing a prominent notice in the Services, by sending you an email at the email address 
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we have on file for you, or some other means that we believe will notify you. We encourage 
you to refer to this Privacy Policy frequently to stay informed regarding our current privacy 
practices. 

ACCESS TO PERSONAL INFORMATION THROUGH YOUR ACCOUNT 

If you have an account with us, you may correct, update or remove Personal Information you 
have provided to us at any time through your account. After signing in to your account, you 
may have the option of modifying or deleting your profile settings. If you do not have an 
account, you may exercise your privacy rights as described below. 

OPTING OUT OF MARKETING COMMUNICATIONS 

At any time, you can add or remove your name from a Curacity list by contacting us 
at dataprivacy@curacity.com. We will endeavor to comply with your request as soon as 
reasonably practicable.  

You may sign-up to receive emails or other communications from us. If you would like to 
discontinue receiving this information, you may update your email preferences by using the 
“Unsubscribe” link found in emails we send to you or by contacting us via the contact 
information below. If you unsubscribe, you may still receive transactional or relationship 
emails from us. 

YOUR PRIVACY RIGHTS 

Depending on applicable state law, you may have the right to object to our collection and 
use of your Personal Information at any time, or to require us to review, transmit, change, or 
delete your information that we have collected and retained about you. We will fulfill your 
request to exercise any of these rights within the applicable time period as prescribed by 
such laws. You can exercise these rights, express concerns, or obtain additional information 
about the use of your Personal Information by contacting us as outlined below. Depending 
on your state of residence, you may have the following rights: 

● The right to opt out of “sales” of Personal Information and use of your Personal 
Information for “targeted advertising,” as those terms are defined under 
applicable law.   

● The right to opt out of “profiling” under certain circumstances, as defined under 
applicable law. 

● The right to access and the right to confirm processing of your Personal 
Information under certain circumstances. 

● The right to obtain a copy of, or representative summary of, your Personal 
Information in a portable and, to the extent technically feasible, readily usable 
format. 



● The right to obtain a list of the categories of third parties to which we have 
disclosed your Personal Information or the right to request a list of the specific 
third parties to which we have disclosed your Personal Information. 

● The right to question the result of profiling, where your Personal Information is 
profiled in furtherance of decisions that produce legal or similarly significant effects 
concerning you. This includes the right to be informed of the reason the profiling 
resulted in the decision, be informed of what actions you might have taken and can 
take to secure a different decision in the future. You may also have the right to 
review the Personal Information used in the profiling and have the data corrected 
and the profiling decision reevaluated based upon any corrected Personal 
Information. 

● The right to correct Personal Information under certain circumstances. 

● The right to delete Personal Information under certain circumstances. 

Submitting a Rights Requests: You may send your request by email to 
dataprivacy@curacity.com or by toll-free phone to: (833) 658-1277. Residents of some 
states may allow an authorized agent, such as another individual or business, may to submit 
a request on your behalf. We may verify such a request as authorized by law.   

We will not discriminate against you for exercising your rights under applicable law.  

We may have a reason under the law why we do not have to comply with your request, or 
why we may comply with it in a more limited way than you anticipated. If we do, we will 
explain that to you in our response. 

Verification. We must verify your identity, or whether your authorized agent is in fact 
authorized by you to make a request, before responding to your request or that of your 
authorized agent. We may verify your identity by asking you to provide personal identifiers 
that we can match against information we may have collected from you previously. We may 
need to follow up with you to request more information to verify identity. We will not use 
Personal Information we collect in connection with verifying or responding to your request 
for any purpose other than responding to your request.  For authorized agents, we may 
require documentation demonstrating your agent’s authority to submit requests on your 
behalf, such as a valid power of attorney or other documentation, including a letter, signed 
by your authorizing the agent to submit your requests.  

Appeals. You may also have a right to appeal a denial of your request by contacting us as 
described in the notice of denial. 

Nevada Disclosure: Residents of Nevada have the right to opt out of the sale of certain 
pieces of their information sold to third parties. Currently, we do not engage in such sales. If 
you are a Nevada resident and would like more information about our data sharing 
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practices, please contact us by sending your request via email to 
dataprivacy@curacity.com.    

PRIVACY NOTICE FOR THE EUROPEAN ECONOMIC AREA, THE UNITED KINGDOM, AND 
SWITZERLAND 

We may process personal data as that term is defined in the European Union’s General Data 
Protection Regulation (“GDPR”) and the equivalent UK law. If you are located in the EEA, U.K., 
or Switzerland, you may have the following rights: 

● The right to access information about the categories of personal data we have 
collected about you. You may also request a copy of the personal data we have 
collected, and upon request, we will provide this information to you in a 
machine-readable electronic format or transfer it to a third party. 

● The right to correct your personal data if inaccurate. 

● The right to request erasure of your personal data when such data is no longer 
necessary for the purpose for which it was collected, when you withdraw consent 
and no other legal basis for processing exists, or when you believe that your 
fundamental rights to data privacy and protection outweigh our legitimate interest in 
continuing the processing. 

● The right to withdraw your previously given consent for us to process your 
personal data.  

● The right to restrict our processing of personal data if there is a dispute about the 
accuracy of the data; if the processing is unlawful; if the processing is no longer 
necessary for the purposes for which it was collected but is needed by you for the 
establishment, exercise, or defense of legal claims; or if your request to object to 
processing is pending evaluation. 

● The right to object to processing of your personal data based on our legitimate 
interests, for direct marketing, and to object to decisions being made based solely 
on automated decision making and/or profiling. When you object, we will no longer 
process the data unless there are compelling legitimate grounds for our processing 
that override your interests, rights, and freedoms, or for the purpose of asserting, 
exercising, or defending legal claims. 

● The right to obtain information about, and a copy of, the safeguards we use to 
transfer personal data across borders. 

In processing personal data, we may rely upon the following lawful bases: 

● Consent. We may process Personal Information with the consent of the individual 
whose data is being processed and/or in reliance upon the consent of the 
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administrator of the account, who must affirm that s/he has obtained appropriate 
consent from all participants. 

● Contract. When we enter a contract with you and/or an administrator for your 
account, we process Personal Information on the basis of our contract in order to 
prepare and enter into the contract, as well as to perform and manage our contract. 
This is necessary for us to provide the Services to you. 

● Vital interests. In a case where the Personal Information is required to protect your 
vital interests or the vital interests of another natural person, then this may be used 
as the lawful basis of the processing. For example, we may need to process Personal 
Information in the event of a pandemic.  

● As required by law. We may process Personal Information as required to comply 
with legal obligations to which we are subject for the for the purpose of compliance 
with EEA, UK, or Swiss public, governmental, judicial, or other regulatory authorities.  

● For legitimate business purposes. This includes but is not limited to legal 
compliance and the purposes described above. 

Visitors who are located in the European Economic Area (“EEA”), the U.K., or Switzerland 
may also have the right to lodge a complaint about our data collection and processing 
actions with the relevant supervisory authority in their country of residence. Contact 
details for data protection authorities are available here: 

● In the EEA:  https://edpb.europa.eu/about-edpb/about-edpb/members_en  

● In the U.K.: https://ico.org.uk/global/contact-us/contact-us-public/ 

● In Switzerland: https://www.edoeb.admin.ch/edoeb/de/home/deredoeb/kontakt.html 

Curacity works to resolve inquiries about our data practices and our collection or use of 
your Personal Information. EEA, U.K., and Swiss residents with inquiries or complaints 
regarding this Privacy Policy should mail us at the contact information listed below. You may 
also exercise the rights detailed above by emailing us at dataprivacy@curacity.com. 
Curacity will respond to all inquiries within forty-five (45) days of receipt. 

CALIFORNIA PRIVACY NOTICE 

This California Privacy Notice applies to the processing of Personal Information of residents 
of the State of California (“California Consumers”) as required by the California Consumer 
Privacy Act of 2018 (“CCPA”). 

If you are a California Consumer, this California Privacy Notice explains your privacy rights 
and is intended to inform you at or before the time that you provide us with your Personal 
Information how and why we process your Personal Information.  
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If this California Privacy Notice and any provision in the rest of our Privacy Policy conflict, 
then this California Privacy Notice controls for the processing of Personal Information of 
California Consumers.  

Please note: 

● We may (and in some cases are required to) verify your identity before we can act 
on your request to exercise your privacy rights. 

● We may not honor part or all of a request you make to exercise your rights under 
CCPA – for example, certain information we collect is exempt from this California 
Privacy Notice, such as publicly-available information collected from a government 
agency. When this occurs, we will explain why in our response. 

The following table lists the categories of Personal Information in CCPA.  We indicate for 
each listed category whether we collect Personal Information in the category from California 
Consumers within the last 12 months: 

Category Examples Collecte
d? 

A. Identifiers A real name, alias, postal address, unique personal 
identifier, online identifier, Internet Protocol address, 
email address and similar identifiers. 

YES 

B. Personal information 
categories listed in the 
California Customer 
Records statute (Cal. Civ. 
Code § 1798.80(e)) 

A name, signature, telephone number YES 

C. Protected classification 
characteristics under 
California or federal law 

Age, citizenship, marital status, gender, gender 
identity 

NO 

D. Commercial information Records of products or services purchased, obtained, 
or considered, or other purchasing or consuming 
histories or tendencies. 

YES 

E. Biometric information Genetic, physiological, behavioral, and biological 
characteristics, or activity patterns used to extract a 
template or other identifier or identifying information, 
such as, fingerprints, faceprints, and voiceprints, iris 
or retina scans, keystroke, gait, or other physical 
patterns, and sleep, health, or exercise data. 

NO 



F. Internet or other similar 
network activity 

Browsing history, search history, information on a 
consumer’s interaction with a website, application, or 
advertisement. 

YES 

G. Precise geolocation data Physical location or movements. YES 

H. Sensory data Audio, electronic, visual, thermal, olfactory, or similar 
information. 

NO 

I. Professional or 
employment-related 
information 

Current or past job history or performance 
evaluations. 

YES 

J. Non-public education 
information (per the Family 
Educational Rights and 
Privacy Act (20 U.S.C. § 
1232g, 34 C.F.R. Part 99)) 

Education records directly related to a student 
maintained by an educational institution or party 
acting on its behalf, such as grades, transcripts, class 
lists, student schedules, student identification codes, 
student financial information, or student disciplinary 
records. 

NO 

K. Inferences drawn from 
other Personal Information 

Profile reflecting a person’s preferences, 
characteristics and behavior. 

YES 

L. Sensitive Personal 
Information 

A consumer’s driver’s license or state identification 
card. 

YES 

 

California Consumers have the following rights: 

● You have the right to request information about the categories and specific pieces 
of Personal Information we have collected about you, as well as the categories of 
sources from which such information is collected, the purpose for collecting such 
information, and the categories of third parties with whom we share such 
information (the “Right To Know and Access”). 

● You have the right to request information about our disclosure for business purposes 
of your Personal Information to third parties. 

● You have the right to request the deletion of your Personal Information (the “Right To 
Delete”). 

● You have the right to request we correct your Personal Information if inaccurate 
(“Right to Correct”). 

● You have the right to opt out of the sale or sharing of your Personal Information to 
third parties. 



● You have the right to limit the use and disclosure of your sensitive Personal 
Information if we use such information to infer characteristics about you.  Note that 
for precise geolocation information collected through a mobile device, you will need 
to update your settings. To do this on an iPhone, (1) go to Settings > Privacy > 
Location Services > and choose an app; (2) Select the app > tap on “location;” (3) 
Scroll down and slide the “Precise Location” toggle to Off. To do this on an Android, 
(1) go to Location Services > Google Location Accuracy; and (2) Toggle Improve 
Location Accuracy to Off. 

● You have the right to opt out of profiling using automated decision-making 
technology. You may have the right not to be subject to a decision based solely on 
profiling, except under certain exceptions under local law. 

● You have the right to not be discriminated against for exercising any of these 
rights. 

In addition, a different California law (California Civil Code Section 1798.83) permits users of 
the Services who are California residents to request, once per year, certain information 
regarding our disclosure of Personal Information to third parties for their direct marketing 
purposes. At this time, we do not disclose Personal Information to third parties for their 
direct marketing purposes. 

HOW TO SUBMIT YOUR REQUEST TO EXERCISE YOUR CALIFORNIA PRIVACY RIGHTS 

If you would like to exercise one or more of the rights above, please: 

● Call us at the toll-free phone number: (833) 658-1277 

● Send an email to dataprivacy@curacity.com  

An authorized agent, such as another individual or business, to submit a request on your 
behalf. We may verify such a request as authorized by law. We may have a reason under the 
law why we do not have to comply with your request, or why we may comply with it in a 
more limited way than you anticipated. If we do, we will explain that to you in our response. 

We must verify your identity, or whether your authorized agent is in fact authorized by you 
to make a request, before responding to your request or that of your authorized agent. We 
may verify your identity by asking you to provide personal identifiers that we can match 
against information we may have collected from you previously. We may need to follow up 
with you to request more information to verify identity. We will not use Personal Information 
we collect in connection with verifying or responding to your request for any purpose other 
than responding to your request.  For authorized agents, we may require documentation 
demonstrating your agent’s authority to submit requests on your behalf, such as a valid 
power of attorney or other documentation, including a letter, signed by your authorizing the 
agent to submit your requests.  
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You may also have a right to appeal a denial of your request by contacting us as described 
in the notice of denial. 

HOW TO CONTACT US 

If you have questions about this Privacy Policy, please contact us at: 

Curacity, Inc. 

Attn: Privacy Team 

36 W. 20th Street Floor 6 

New York, NY 10011 

dataprivacy@curacity.com  
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